










FAC-C Level l  

COURSE TITLE CLPS VENDOR 
CON 100 Shaping Smart Business Arrangement 16 Online 
CON 121 Contract Planning 12 Online 
CON 124 Contract Execution 13 Online 
CON 127 Contract Management 10 Online 
CON 170 Fundamentals of Mission-Focused Contracting 80 Classroom 
CLC 031 Reverse Auctioning 2 Online 
CLC 057 Performance Based Payments and Value of Cash Flow  4 Online 
CLC 058 Intro to Contract Pricing 2 Online 
CON 090/ 
FCN190 

FAR Fundamentals 80 (FED) 
160 (DAU) 

Classroom 

 

FAC-C Level ll 

COURSE TITLE CLPS VENDOR 
CON 200 Business Decisions for Contracting 25 Online 
CON 216 Legal Considerations in Contracting 23 Online 
CLC 056 Analyzing Contracts Costs 17 Online 
CON 270 Intermediate Cost and Price Analysis 80 Classroom 
CLC 051 Industrial Property in the Possession of Contractors 2 Online 
HBS 428 Negotiating 2 Online 
CON 280 Source Selection and Administration of Service 

Contracts  
80 Classroom 

CON 290 Contract Administration & Negotiation Techniques in a 
Supply Environment 

80  Classroom 

Plus all Level 1 training 
 

FAC-C Level lll 

COURSE TITLE CLPS VENDOR 
CON 360 Advanced Business Solutions for Mission Support 80 Classroom 
HBS module  Any HBS course other than HBS 428   Online 
 
ACQ 265  
ACQ 315  
ACQ 370  
CON 244  
CON 252  
CON 370  
32 hours of 
electives*  
 

Choose 1 of the following: 
Mission-Focused Services Acquisition 
Understanding Industry  
Contract Law  
Construction Contracting  
Fundamentals of Cost Accounting Standards  
Advanced Contract Pricing  
*The 32 hours of electives may be one course or a 
series of courses. Each course should be at least eight 
hours in length and can be classroom, online, or a 

 
40 
40 
40 
40 
40 
80 

 
Classroom 
Classroom 
Classroom 
Classroom 
Classroom 
Classroom 



combination of the two. Topics must be related to 
acquisition and may include general business courses 
such as statistics or budgeting. Topics of subject areas 
may also be in a technical area related to the 
individual’s specific work, such as IT. Agencies have the 
option of specifying the courses their workforce 
members must take to meet the 32 hours of electives. 
 

Plus all Level I and Level II training 
 

Warrant 

COURSE TITLE CLPS VENDOR 
CON 237 Simplified Acquisition Procedures 40 Classroom 
FAC 043 Ethics & Procurement Integrity for the Workforce  2  Online 
 *Performance Based Acquisition 24 Classroom 
*Not required for Basic Warrant (Up to 25K) 



COURSE TITLE CLPS VENDOR  
CON 100 Shaping Smart Business Arrangement 16 Online Week of April 20  
CON 121 Contract Planning 12 Online 
CON 124 Contract Execution 13 Online Week of May 18 
CON 127 Contract Management 10 Online 
CON 170 Fundamentals of Mission-Focused Contracting 80 Classroom June 01-12, 2015: MCI- Washington, DC 

Aug. 03 -14, 2015 
CLC 031 Reverse Auctioning 2 Online Anytime during the month of July 
CLC 057 Performance Based Payments and Value of Cash Flow  4 Online Anytime during the month of July 
CLC 058 Intro to Contract Pricing 2 Online Anytime during the month of July 
CON 090/ 
FCN190 

FAR Fundamentals 80 (FED) 
160 (DAU) 

Classroom May 11-22, 2015 
July 2 – Aug 7, 2015 
Sept 14 -25, 2015: MCI – Washington, DC 

 





























































































































 
  U.S. General Services Administration 
  1800 F Street NW 
  Washington, DC  20405 
  www.gsa.gov 
  

 GSA Office of Administrative Services  
 
June 1, 2015 
 
MEMORANDUM FOR: Beatrice Dukes 

Director, GSA Acquisition Workforce Division 
Acquisition Career Manager, General Services Administration 
Office Of Acquisition Policy (MV) 

 
FROM: Bridgette Overbey 
 Branch Chief, Acquisition Workforce (H1BA) 
 Office of Administrative Services (H) 
 
THRU: Ernesto Martinez 
 Director, Internal Acquisition Division (H1BA) 
 Office of Administrative Services (H) 
 
SUBJECT:  FAC-C Certification Determination for Lisa Ellis 

(b) (6)



   
 
  U.S. General Services Administration 
  1800 F Street NW 
  Washington, DC  20405 
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Request for Quotations 
OPM3215T0003 

 
Notification, Call Center, and Credit Monitoring and Identity Protection Services 

 
1. Background 
The Office of Personnel Management (OPM) Federal Investigative Services (FIS) performs work 
utilizing Personally Identifiable Information (PII) of individuals and provides notification, call center, and 
credit monitoring and identity protection services to individuals in the event of a breach that potentially 
compromises their PII.  
 
2. Scope 
OPM  requires notification, call center, and credit monitoring and identity protection services to 
approximately 49,000 individuals whose personally identifiable information (PII) may have been exposed 
in a cybersecurity intrusion incident, with an option for contractor services to surge up to 100,000 
individuals, as needed. The period of performance (POP) will be for 180 days and will include a 
contractor post-award conference immediately after contract award, and periodic contractor/OPM 
progress reviews at 30 day intervals. An end of POP wrap-up meeting will be held by OPM with the 
contractor to provide an understanding of achievements, final metrics and to provide for a conclusive 
summary of notification statistics and to remediate any non-contact issues. 
 
3. Notification Requirements 
Tracked, verified, notifications to the affected individuals identified by OPM.  Notification services 
include: 

a. Notification of the PII breach incident by first class United States Postal Service mail using 
the OPM provided letter templates and contain OPM-supplied language concerning the 
breach and guidance on how to avoid being a victim.  Notifications will be made using 
OPM-provided letterhead and the signature of OPM official(s) or by OPM-approved 
Contractor best practice. The letters shall also contain instructions on how to enroll in credit 
monitoring and identity protection, customer support contact information, and other 
pertinent details of the Contractor’s services that are to be provided as described in C.6.; 

b. Tracking and a written record of all notifications made and attempted, including the date 
each notification was successfully delivered, to be provided to OPM on a cumulative basis 
weekly until all notifications have been completed or attempted as described in C.3.c. 

c. In those instances where the initial attempt to deliver notification fails, the Contractor shall 
make subsequent best efforts to deliver notification.  The Contractor shall make no fewer 
than three attempts at notification within a 90 day period.  

d. Managed letter printing, mailing, and returned mail processing; 
e. 5-day standard turnaround from time of request to release of notification; and 
f. Address cleansing services: National Change of Address (NCOA) included with standard 

notification. 
 

4. Call Center Support 
Provide an expert response team to answer questions about the incident, reassure individuals, and explain 
the credit monitoring and identity protection services offered as described in C.5.  
Call Center Support includes: 

a. Fully-managed, US-based call center support to answer questions, explain the credit 
monitoring and identity protection services, and connect customers to a licensed fraud 
investigator as needed. 
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b. Client-branded customer experience specific to the incident, including call response times 
that average less than 5 minutes to connect the caller to a call center agent. 

c. Use of OPM-approved customized FAQs specific to the event. 
d. Agent training and quality assurance specific to the incident. 
e. English language support standard. Spanish language and disabled capability is desirable. 
f. Dedicated US toll-free telephone number. 
g. The contractor will provide weekly reports on call center volume, issue escalation, 

contact/non-contact/frustrated completion metrics and other key metrics the Contractor or 
OPM may deem necessary. 

h. Standard hours of operation: Monday-Saturday, 8am-8pm US Eastern Time. 
 

5. Credit Monitoring and Identity Protection Requirements 
OPM requires the Contractor to provide credit monitoring and identity protection services for the 
individuals whose PII was potentially breached (if the individual applies and activates it) for a period of 
12-months from date of registration and include, at a minimum, the following services: 

1. Both on-line and a dedicated OPM phone registration/enrollment for credit monitoring service 
plans; 

2. Free 3-in-1 Credit Report; 
3. Comprehensive credit file monitoring of credit reports from all three (3) credit bureaus, Equifax, 

Experian, and TransUnion; 
4. Monitoring and automatic alerts of changes to credit reports from any of the three bureaus; 
5. Wireless alerts and customizable alerts available; 
6. 24/7 access to live agent customer service and support representatives to assist subject in 

understanding the content of the credit information, to provide personalized identity theft victim 
assistance, and to initiate an investigation for inaccurate information; 

7. Assistance from fraud resolution representatives should there be a potential identity theft detected 
to help clear the problem from the individuals’ credit; and 

8. Identity theft insurance coverage in the amount of $1,000,000 with no (0$) deductible. 
 

6. OPM provided Information 
OPM will provide to the Contractor: 

1. A list of the names and last known addresses of all individuals to whom notification must be 
made regarding potential compromise of their PII and credit reports (approximately 700). 

2. A list of the names and last known addresses of affected individuals to whom to whom 
notification must be made regarding potential compromise of their PII but whose credit 
reports were not compromised (approximately 48,500). 

3. Templates of two-page notification letters, one for the individuals described in C.6.1 and one 
for the individuals described in C.6.2., which will include OPM-supplied language 
concerning the breach and guidance on how to avoid being a victim within 5 days of BPA 
call order award.  OPM letterhead and a signature (digital) of an OPM official will be 
provided as necessary per C.3.a. 

4. OPM-approved Frequently Asked Questions (FAQs) to be used by Call Center agents. 
5. PII dissemination from OPM to contractor will be minimized to further prevent inadvertent 

disclosures. Contractor will follow PII data breach as called out in section C.9. of this SOW. 
 

 
7. Data Warranty 
The Contractor warrants that personally identifiable information (PII) it collects regarding the use of the 
services by the affected individuals during the 12-month term of the credit monitoring will be safely 
stored and protected from unauthorized disclosure and destruction, either direct or as a result of 
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negligence. The Contractor shall, at the conclusion of the last enrollee’s 12-month credit monitoring 
period, purge all PII provided by OPM to the Contractor, including any data stored as “back-up” material. 
 
All PII obtained or created under this contract shall be properly secured and encrypted in the Contractor 
system and deleted from the Contractor’s paper and electronic files, including backups, once notification 
is confirmed as completed and successful; 
 
8. Contractor Deliverables 
The contractor shall do the following under GSA contractor schedule 520-19: 
The Contractor shall perform notification, call center, and credit monitoring and identity protection 
services as described in this SOW at sections C.3, C.4, and C.5, respectively.   
 
Additionally, as called out in GSA schedule 520-19, OPM may use any and all of the tasks indicated 
below as called out in this SOW: 
 
Data Breach Analysis Data Breach Analysis includes the monitoring and detection of breached identities 
and PII and PHI type of information across multiple industries in order to detect patterns of misuse related 
to a specific data loss. The breached files are continuously monitored over a period of weeks, months, or 
years. It can provide the locations of potential misuse for further law enforcement action, as well as a 
listing of consumers likely to be fraud victims. The tasks involved include but are not limited to the 
following: 

 Monitoring of multiple non-credit data elements and sources  
 Fraud detection and protection solutions  
 Fraud resolution and assistance for affected individuals  
 Fraud alerts  
 Corrective actions  
 Notification services  
 Identity theft insurance (as allowed by applicable State statutes)  
 Social Security Number monitoring  
 Credit card monitoring  

 
9. Additional Terms & Conditions 
I.  Vendor providing these services shall not be owned or operated in whole or part, or otherwise 

affiliated with Altegrity or USIS or any of their subsidiaries, KeyPoint, or CACI. 
II. Contractor must report any suspected loss or compromise of PII, as defined in OMB M-10-23, to 

OPM within one hour and cooperate with OPM’s inquiry into the incident and efforts to remediate 
any harm to potential victims. 

a. Contractor must report the suspected loss or compromise of PII by its employees or sub-
Contractors to the OPM Situation Room and to the OPM Contracting Officer’s 
Representative (COR) or Contracting Officer within one (1) hour of the initial discovery. 

b. The Contractor must develop and include in its security plan (which is submitted to OPM) 
an internal system by which its employees and sub-Contractors are trained to identify and 
report potential loss or compromise of PII. 

c. The Contractor must provide a written report to OPM within 24 hours of the suspected loss 
or compromise of PII containing the following information: 

i. Narrative, detailed description of the events surrounding the suspected loss/compromise 
ii. Date, time, and location of the incident. 
iii. Type of information lost or compromised. 
iv. Contractor’s assessment of the likelihood that the information was compromised or 

lost and the reasons behind the assessment. 
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v. Names of person(s) involved, including victim, Contractor employee/sub-Contractor 
and any witnesses. 

vi. Cause of the incident and whether the company’s security plan was followed or not, 
and which specific provisions were not followed. 

vii. Actions that have been or will be taken to minimize damage and/or mitigate further 
compromise. 

viii. Recommendations to prevent similar situations in the future, including whether the 
security plan needs to be modified in any way and whether additional training may 
be required. 

III. The Contractor must cooperate with OPM or DHS/US-CERT inquiries into the suspected loss or 
compromise of PII. 

IV. At OPM’s discretion, Contractor employees or sub-Contractor employees may be identified as no 
longer eligible to access PII or to work on that contract based on their actions related to the loss or 
compromise of PII. 

V. Data Breach Remediation Requirements 
a. The Contractor is responsible for reimbursing OPM for the cost of victim notice and 

remediation services procured as the result of a loss or compromise of PII, or as an 
alternative, procuring such services itself if OPM agrees. 

VI. The Contractor shall treat all deliverables under the contract as the property of OPM for which OPM 
shall have unlimited rights to use, dispose of, or disclose such data contained therein. The Contractor 
shall not retain, use, sell, or disseminate copies of any deliverable without the express permission of 
the Contracting Officer or Contracting Officer’s representative. 

VII. The Contractor’s invoicing, billing, and other financial/administrative records/databases may not 
store or include any sensitive government information, such as personally identifiable information 
(PII), created, obtained, or provided during the performance of the contract. It is acceptable to list the 
names, titles and contact information for the CO, COR, or other  OPM personnel associated with the 
administration of the contract in the invoices as needed. 

VIII. The Contractor is required to obtain the Contracting Officer's approval prior to engaging in any 
contractual relationship (sub-contractor) in support of this contract requiring the disclosure of 
information, documentary material and/or records generated under, or relating to, this contract. The 
Contractor (and any sub-contractor) is required to abide by OPM guidance for protecting sensitive 
and proprietary information. 

 
10 Quote Instructions & Award Criteria 
 
Offerors must structure their pricing using the following pricing schedule and provide a timeline for the 
following major milestones: 
 

1. Call Center Readiness (OPM will provide FAQs/Q&As on day of award) 
2. Notification Mailing (OPM will provide letter templates and name/address list on day of award). 

 

Offerors should refer to the service descriptions as provided in sections 3, 4 and 5 above to develop their 
quote.  As part of their quote offerors must provide a cross walk from their quoted price to the associated 
pricing on their GSA schedule including any associated labor hour or other estimates as applicable.  
Offerors must also include a complete copy of their GSA contract along with their quote.  Quotes are 
due no later than 12:00 PM eastern time on Friday, December 12, 2014.  OPM will award a task 
order against the contractors GSA schedule 520-19 contract to the offeror who provides the best value to 
the government considering the milestone schedule and price.  Quotes should be submitted by email to 
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james.thieme@opm.gov.  OPM will not consider partial quotations.  Contractors must provide pricing for 
all CLINS in order to be considered for an award. 

Pricing Schedule 
 
CLIN # Item Unit Est. Quantity Price Per Unit TOTAL 
001 Notification Per person 49000 $ $ 
002 Call Center Support Per Call 49000 $ $ 
003 Credit Monitoring and Identity 

Protection 
Per Person 49000 $ $ 

ORDER TOTAL $ 
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Attachment 1 

OPM-Specific Clauses 

 

 

1752.200-70  On-Site Working Conditions (July 2005) 

 

 (a) OPM facilities are smoking restricted workplaces.  Due to the nature of the work, 
facilities, and requirements, contractor staff may only smoke outside in designated smoking 
areas.  

  
 (b) Normal operating hours are 7:00 am to 5:30 pm, Monday through Friday. Meeting 
task objectives within specific timeframes may require the working of extended/overtime hours.  
Any extended hours must be authorized in advance, and certified as worked by the task 
Government Project Manager(s). 
 

 (c) Government personnel observe the following days as holidays: 

 

New Year’s Day January 1 * 

Martin Luther King’s Birthday Third Monday in January 

President’s Day Third Monday in February 

Memorial Day Last Monday in May 

Independence Day July 4* 

Labor Day First Monday in September 

Columbus Day Second Monday in October 

Veterans Day November 11 

Thanksgiving Day Fourth Thursday in November 

Christmas Day December 25* 

 

* If the date falls on a Saturday, the Government holiday is the preceding Friday. If the date falls on a 
Sunday, the Government holiday is the following Monday.  
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 (d) In addition to the days designated as holidays, the Government observes the following days: 

 Any other day designated by Federal Statute 
 Any other day designated by Executive Order 
 Presidential Inauguration Day 
 Any other day designated by the President’s Proclamation 

 

 (e) It is understood and agreed between the Government and the Contractor that observance of 
such days by Government personnel shall not otherwise be a reason for an additional period of 
performance, or entitlement of compensation except as set forth within the contract. In the event the 
Contractor's personnel work during the holiday, they may be reimbursed by the Contractor, however, no 
form of holiday or other premium compensation will be reimbursed either as a direct or indirect cost, 
other than their normal compensation for the time worked. This provision does not preclude 
reimbursement for authorized overtime work if applicable to this contract. 

 (f) When the Federal, State, Local or other Governmental entity grants excused absence to its 
employees, assigned Contractor personnel may also be dismissed. The Contractor agrees to continue to 
provide sufficient personnel to perform critical tasks already in operation or scheduled, and must be 
guided by the instructions issued by the CO or COR. 

 (g) If Government personnel are unavailable due to furlough or any other reason, the Contractor 
must contact the CO or the COR to receive direction. It is the Government's decision as to whether the 
contract price/cost will be affected.  Generally, the following situations apply: 

  (1) Contractor personnel who are able to continue contract performance (either on-site or at 
a site other than their normal workstation), must continue to work and the contract price shall not be 
reduced or increased. 

  (2) Contractor personnel who are not able to continue contract performance (e.g., support 
functions) may be asked to cease their work effort.  This may result in a reduction to the contract price. 

 

1752.204-70 Contractor Personnel Security Requirements (Jan 2008) 

 (a) The U.S. Office of Management and Budget (OMB) Memorandum M-05-24, referenced in 
paragraph (a) of FAR 52.204-9, Personal Identity Verification of Contractor Personnel, is available on-
line at http://www.whitehouse.gov/omb/memoranda/fy2005/m05-24.pdf. 

 

 (b) The Government may require security clearances for performance of this contract. The 
Contractor must obtain these clearances before beginning work on the contract (OPM will not allow 
Contractor employees without clearance in any of its facilities). The Contractor must obtain these 
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clearances by using the eQIP system. If satisfactory security arrangements cannot be made with the 
Contractor, the required services must be obtained from other sources. 

 (c) The level of classified access required will be indicated on DD-254 or other appropriate form 
incorporated into each request requiring access to classified information. Contractors are required to have 
background investigations for suitability if they occupy positions of trust (e.g., systems administration) 
even if they do NOT have access to classified information. 

 (d) Necessary facility and/or staff clearances must be in place prior to start of work on the 
contract 

 (e) Contractors are responsible for the security, integrity and appropriate authorized use of their 
systems interfacing with the Government and or used for the transaction of any and all Government 
business. The Government, through the Government's Contracting Officer, may require the use or 
modification of security and/or secure communications technologies related to Government systems 
access and use. 

 (f) The Government, at its discretion, may suspend or terminate the access and/or use of any or 
all Government access and systems for conducting business with any/or all Contractors when a security or 
other electronic access, use or misuse issue gives cause for such action.  The suspension or termination 
may last until such time as the Government determines that the situation has been corrected or no longer 
exists. 

 

1752.205-70 Announcement of Contract Award (July 2006) 

 OPM complies with FAR 5.3, Synopses of Contract Awards, in terms of synopsizing and publicly 
announcing contract awards. These actions take place at the time of, and not before, the contract is 
awarded. Contract award, in this case, means signature of the contractual document by the Contracting 
Officer and forwarding of the contractual document to the contract awardee. If the contract awardee 
wishes to make a separate public announcement, the awardee must obtain the approval of the Contracting 
Officer prior to releasing the announcement, and must plan to make announcement only after the contract 
has been awarded. 

 

1752.209-70 Contractor Performance Capabilities (July 2005) 

 The Contractor must be capable of performing all the tasks described in the Statement of Work. The 
Government shall not be liable for any costs or other involvement in the purchase, repair, maintenance or 
replacement of Contractor items used to implement or comply with requirements of the contract. 
Likewise, the Government shall in no way be held accountable by the Contractor for the Contractor’s 
inability to perform under this Contract due to Government technology implementations and or changes. 
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1752.209-71 Contractor’s Key Personnel (July 2005) 

 (a) In order to ensure a smooth and orderly start up of work, it is essential that the key personnel 
specified in the Contractor's proposal be available on the effective date of the contract. If these personnel 
are not made available at that time, the Contractor must notify the Government Contracting Officer and 
show cause. If the Contractor does not show cause, the Contractor may be subject to default action. 

 (b) The Contractor shall not of its own will remove or replace any personnel designated as "key" 
personnel without the written concurrence of the cognizant Contracting Officer.  Prior to utilizing 
employees other than specified personnel, the Contractor shall notify the Government Contracting Officer 
and the COR. This notification must be no later than five (5) calendar days in advance of any proposed 
substitution and must include justification (including resume(s) of proposed substitution(s)) in sufficient 
detail to permit evaluation of the impact on contract performance. 

 (c) Substitute personnel qualifications must be equal to, or greater than, those of the personnel 
being substituted. If the Government Contracting Officer and the COR determine that the proposed 
substitute personnel is unacceptable, or that the reduction of effort would be so substantial as to impair the 
successful performance of the work under the contract, the Contractor may be subject to default action.  If 
deemed necessary by the Government, substitute personnel must be given a one-(1) day orientation by 
Contractor personnel at no additional cost to the Government and with no change in the delivery 
schedule. 

 (d) In the event that the performance of assigned Contractor personnel or any substitute(s) is 
determined by the Government to be unsatisfactory at any time during the life of the Contract, the 
Government reserves the right to request and receive satisfactory personnel replacement within five (5) 
calendar days of receipt by the Contractor of written notification.  

Notification will include the reason for requesting replacement personnel. 

 

 (e) The Contractor-supplied personnel are employees of the Contractor and under the 
administrative control and supervision of the Contractor. The Contractor, through its personnel, shall 
perform the tasks prescribed herein. The Contractor must select, supervise, and exercise control and 
direction over its employees (including subcontractors) under this Contract. The Government shall not 
exercise any supervision or control over the Contractor in its performance of contractual services under 
this contract. The Contractor is accountable to the Government for the action of its personnel. 

 (f) The Contractor is herewith notified that employee recruiting and employee retention practices 
shall be monitored on a regular basis. 

 

1752.209-72 Qualifications of Contractor’s Employees (July 2005) 

 The Contracting Officer may require dismissal from work of those employees which he/she deems 
incompetent, careless, insubordinate, unsuitable or otherwise objectionable, or whose continued 
employment he/she deems contrary to the public interest or inconsistent with the best interest of national 
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security. The Contractor must fill out, and cause each of its employees on the contract work to fill out, for 
submission to the Government, such forms as may be necessary for security or other reasons. Upon 
request of the Contracting Officer, the Contractor's employees must be fingerprinted. Each employee of 
the Contractor who works on this contract shall be a citizen of the United States of America, or an alien 
who has been lawfully admitted for permanent residence as evidenced by Alien Registration Receipt Card 
Form 1-151, or who presents other evidence from the Immigration and Naturalization Service that 
employment will not affect his/her immigration status. 

 

1752.209-73 Standards of Conduct (June 2006) 

 (a) Personnel assigned by the contractor to the performance of work under this order must be 
acceptable to the Government in terms of personal and professional conduct.  Contractor personnel shall 
conform to standards of conduct as follows: 

  (1) No contractor employees shall solicit new business while performing work under this 
order. 

  (2) The contractor and its employees shall not discuss with unauthorized persons any 
information obtained in the performance of work under this order. 

 

 (b) Should the continued assignment to work under this order of any person in the contractor’s 
organization be deemed by the Contracting Officer to conflict with the interests of the Government, that 
person shall be removed immediately from assignment, and the reason for removal shall be fully 
documented in writing by the Contracting Officer.  Employment and staffing difficulties shall not be 
justification for failure to meet established schedules, and if such difficulties impair performance, the 
contractor may be subject to default. 

 

1752.209-74 Organizational Conflicts of Interest (July 2005) 

 (a) The Contractor warrants that, to the best of the Contractor’s knowledge and belief, there are 
no relevant facts or circumstances which could give rise to an organizational conflict of interest (OCI), as 
defined in FAR 9.5, Organizational and Consultants Conflicts of Interest, or that the Contractor has 
disclosed all such relevant information. 

 (b) The Contractor agrees that if an actual or potential OCI is discovered after award, the 
Contractor shall make a full disclosure in writing to the Contracting Officer. This disclosure must include 
a description of actions, which the Contractor has taken or proposes to take, after consultation with the 
Contracting Officer, to avoid, mitigate, or neutralize the actual or potential conflict. 

 (c) The Contracting Officer may terminate this contract for convenience, in whole or in part, if it 
deems such termination necessary to avoid an OCI. If the Contractor was aware of a potential OCI prior 
to award or discovered an actual or potential conflict after award and did not disclose or misrepresented 
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relevant information to the Contacting Office, the Government may terminate the contract for default, 
debar the Contractor from Government contracting, or pursue such other remedies as may be permitted by 
law or this contract. 

 (d) The Contractor must include this clause in all subcontracts and in lower tier subcontracts 
unless a waiver is requested from, and granted by, the Contracting Officer. 

 (e) In the event that a requirement changes in such a way as to create a potential conflict of 
interest for the Contractor, the Contractor must:  

 (1) Notify the Contracting Officer of a potential conflict, and; 

 (2) Recommend to the Government an alternate approach which would avoid the potential 
conflict, or 

  (3) Present for approval a conflict of interest mitigation plan that will: 

   (i) Describe in detail the changed requirement that creates the potential conflict of 
interest; and 

   (ii) Outline in detail the actions to be taken by the Contractor or the Government in 
the performance of the task to mitigate the conflict, division of subcontractor effort, and limited access to 
information, or other acceptable means. 

 (4) The Contractor must not commence work on a changed requirement related to a 
potential conflict of interest until specifically notified by the Contracting Officer to proceed. 

 (5) If the Contracting Officer determines that it is in the best interest of the Government to 
proceed with work, notwithstanding a conflict of interest, a request for waiver must be submitted in 
accordance with FAR 9.503. 

 

1752.209-75 Reducing Text Messaging While Driving (Oct 2009) 

 (a) In accordance with Section 4 of the Executive Order, “Federal Leadership on  

Reducing Text Messaging While Driving,” dated October 1, 2009, you are hereby encouraged to: 

  (1) Adopt and enforce policies that ban text messaging while driving company-owned or -
rented vehicles or Government-owned, -leased or –rented vehicles, or while driving privately-owned 
vehicles when on official Government business or when performing any work for or on behalf of the 
Government; and 

  (2) Consider new company rules and programs, and reevaluating existing programs to 
prohibit text messaging while driving, and conducting education, awareness, and other outreach for 
company employees about the safety risks associated with texting while driving. These initiatives should 
encourage voluntary compliance with the company’s text messaging policy while off duty. 
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 (b) For purposes of complying with the Executive Order: 

  (1)  "Texting" or "Text Messaging" means reading from or entering data into any handheld 
or other electronic device, including for the purpose of SMS texting, e-mailing, instant messaging, 
obtaining navigational information, or engaging in any other form of electronic data retrieval or electronic 
data communication. 

  (2)  "Driving" means operating a motor vehicle on an active roadway with the motor 
running, including while temporarily stationary because of traffic, a traffic light or stop sign, or otherwise. 
It does not include operating a motor vehicle with or without the motor running when one has pulled over 
to the side of, or off, an active roadway and has halted in a location where one can safely remain 
stationary. 

1752.219-70 Small Business Subcontracting Plan (Feb 2013) 
 

 (a) If your company is required to file a Small Business Subcontracting Plan in  
accordance with FAR 52.219-9, please use the Subcontracting Plan Template attached to this 
solicitation for that purpose. 
 (b) The on-line Electronic Subcontracting Reporting System (eSRS) must now be used for input 
of the reports required by FAR 52.219-9(d)(10)(iii). To comply with this requirement, please do the 
following: 

  (1) If your company does not yet have an eSRS account, then please sign up for one at 
www.esrs.gov.  A user guide that explains how to use eSRS is available at: 
http://esrs.gov/documents/esrs contractor user guide 1.7.pdf.  If you notice that your company contact 
information or DUNS number in eSRS are not correct, then please make corrections through the System 
for Award Management (SAM) website at http://www.sam.gov/.  That data will then flow from the SAM 
to the Federal Procurement Data System – Next Generation (FPDS-NG) and then finally into the eSRS 
system.  Repopulation of your eSRS contact info can take two business days after you make corrections 
in the SAM.  Please include the e-mail addresses of the contracting officer in eSRS for notification in 
block 13 of the report. 

  (2) Starting with fiscal year 2005, submit your Summary Subcontracting Reports (SSRs – 
Old SF 295) and your Individual Subcontracting Reports (ISRs – Old SF 294) for contracts into the eSRS. 
Midyear reports are not required in eSRS for FY 2004 and 2005. 

  (3) For fiscal year 2006 onward also submit your midyear (March) ISRs into eSRS. 

  (4) If you have not yet submitted a final report for any contracts closed during FY 2004 
onward, you should do so now using the eSRS. 

  (5) Please continue to submit to the Contracting Officer paper prints of all the reports you 
input to eSRS, until further notice. (This continues to be a FAR requirement)  
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  (6) If you have a Blanket Purchase Agreement (BPA) with OPM, please submit your ISRs 
via paper. FPDS-NG, which provides data into eSRS, does not identify subcontracting plans resulting 
from BPAs and other types of orders. 

 

1752.222-70 Notice of Requirement for Certification of Nonsegregated Facilities (July 2005) 

 By signing this offer or contract, the contractor will be deemed to have signed and agreed 
to the provisions of Federal Acquisition Regulations (FAR) Clause 52.222-21, Certification of 
Nonsegregated Facilities, incorporated by reference in this solicitation/contract. The certification 
provides that the bidder or offeror does not maintain or provide for its employees, facilities 
which are segregated on a basis of race, color, religion, or national origin, whether such facilities 
are segregated by directive or on a de facto basis. The certification also provides that the 
bidder/offeror does not and will not permit its employees to perform their services at any 
location under its control where segregated facilities are maintained. FAR Clause 52.222-21 
must be included in all subcontracts as well. 
 
1752.222-71  Special Requirements for Employing Special Disabled Veterans, Veterans of 
the Vietnam Era, and Other Eligible Veterans  (July 2005) 
 
 (a) If this contract contains FAR Clause 52.222-35 (Equal Opportunity for Special  
Disabled Veterans, Veterans of the Vietnam Era, and Other Eligible Veterans), your company 
must comply with the requirements of this clause, including the listing of employment 
opportunities with the local office of the state employment service system. 
 

 (b) If this contract contains FAR clauses 52.222-37 (Employment Reports on Special Disabled 
Veterans, Veterans of the Vietnam Era, and Other Eligible Veterans) or 52.222-38 (Compliance with 
Veterans’ Employment Reporting Requirements), you are reminded that your company must comply with 
the special reporting requirements described in those clauses. Your company must submit information on 
several aspects of its employment and hiring of special disabled and Vietnam era veterans or other 
veterans who served on active duty during a war or in a campaign or expedition for which a campaign 
badge has been authorized. You must submit this information no later than September 30 of each year, in 
the “Federal Contractor Veterans’ Employment Report” or VETS-100 Report. The U.S. Department of 
Labor has established a web site for submitting this report. The address is: 
http://www.vets100.cudenver.edu. 

 
1752.223-70 Electronic Product Environmental Assessment Tool (EPEAT)-Registered 
Electronic Products (Feb 2013) 
 
 (a) Electronic Product Environmental Assessment Tool (EPEAT) is a tool to help 
purchasers evaluate, compare and select computer desktops, laptops, notebooks, computer 
monitors and imaging equipment based on their environmental attributes.  To obtain additional 
information regarding EPEAT-registered electronic products, go to http://www.epeat.net. 
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 (b) FAR 52.223-9, IEEE 1680 Standard for the Environmental Assessment of Personal 
Computer Products, requires that at all of the electronic products that the agency acquires under 
this Information Technology (IT) contract to meet the agency’s requirements must be EPEAT 
Bronze-registered or higher electronic products. 
 
 (c)  By signing this offer or contract, the contractor will be deemed to have signed and 
agreed that all of the electronic products that the contractor provides under this contract are 
EPEAT Bronze-registered or higher electronic products. 
 
1752.223-71 Environmentally Preferable Products and Services (Feb 2013) 
 
 (a) Executive Order 13423, Strengthening Federal Environmental, Energy, and 
Transportation Management, requires in agency acquisitions of goods and services (i) use of 
sustainable environmental practices, including acquisition of biobased, environmentally 
preferable, energy-efficient, water-efficient, and recycled-content products, and (ii) use of paper 
of at least 30 percent post-consumer fiber content. 
 
 (b)  By signing this offer or contract, the contractor will be deemed to have signed and 
agreed that all goods and services provided under this contract will comply with the above 
requirements of Executive Order 13514. 
 
1752.224-70   Protecting Personally Identifiable Information (Nov 2012)      

 (a) Applicability 

 This clause applies to contractor personnel and addresses specific OPM requirements in 
addition to those included in the Privacy Act of 1974 (5 U.S.C. 552a - the Act).  The following 
should not be construed to alter or diminish civil and/or criminal liabilities provided under the 
Act. 
 (b) Definition of Personally Identifiable Information (PII) 

 Personally Identifiable Information (PII) is information that can be used to discern or trace a 
person's identity, such as name, social security number, biometric records, and that combined with other 
information, can be used to compromise the integrity of agency records relating to a person, by permitting 
access to unauthorized disclosure of these records. For example, a name alone would generally not 
constitute PII, but when linked to his or her social security number, date of birth, or mother's maiden 
name, would constitute PII. In other words, PII refers to any information, on any medium, that 
identifies a specific individual whether the information is on paper or electronic.  

(c) Contract employees shall not remove PII from their individual assigned duty station 
without prior approval of their supervisor. 
 

(d) All contract employees are personally responsible for the proper handling of PII, regardless of location. 
All contract employees must be: 

 
 Responsible for the proper control and handling of PII residing on their computer, on removable 

media, and on paper documents. 
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 Responsible for ensuring portable data storage and communication devices are properly controlled 
and secured at all times and ensuring the use FIPS 140-2 compliant encryption to protect 
information stored on digital media during transport outside of OPM controlled areas. 

 Responsible for ensuring PII data at rest is encrypted in contractor and government Cloud 
computing environments. 

 Responsible for the proper marking, control and storage of printouts and other paper documents 
containing PII in their possession. 

(e) OPM has a policy protecting, and when appropriate, restricting sending, copying or moving 
PII from the OPM network. Therefore, if the contract employees must send PII, it is the responsibility of 
the contractor to ensure the PII is not inadvertently disclosed to unauthorized individuals.  PII must not be 
sent in the body of an email.  Attachments containing PII must be encrypted. 

 (f) IT Security Incident and PII Breach Protection and Notification 

All security incidents that involve OPM information or information systems must be reported to 
the OPM Situation Room.  Contractors must also report incidents to the OPM Contracting Officer.  This 
reporting must occur immediately upon discovery of the incident.  Incidents and breaches must be 
reported, even if it is believed the breach is limited, small, or insignificant. OPM’s IT security experts will 
determine when a breach needs additional focus and attention.  The OPM Situation Room is available 24 
hours per day, 365 days per year. Report the breach to the OPM Situation Room and the Contracting 
Officer either by phone or by e-mail; however, be sure NOT to include PII in the e-mail. 

1. OPM contractors must report a breach or potential security breach to the OPM Situation Room at: 
sitroom@opm.gov, (202) 418-0111, Fax (202) 606-0624. 

2. When notifying the Situation Room, copy the Contracting Officer. 
3. If you have questions regarding these procedures, contact the Contracting Officer. 

 
1752.224-71 Freedom of Information Act Requests (Sep 2009) 
 

 (a) Offerors are reminded that information furnished under this solicitation may be subject to 
disclosure under the Freedom of Information Act (FOIA). Therefore: 

  (1) All items that are confidential to business, or contain trade secrets, proprietary, or 
personnel information must be clearly marked in all documents submitted to the U.S. Office of Personnel 
Management (OPM or The Government).  Marking of items will not necessarily preclude disclosure 
when the OPM determines disclosure is warranted by FOIA.  However, if such items are not marked, all 
information contained within the submitted documents will be deemed to be releasable. 

  (2) No later than five (5) business days after award of a contract, blanket purchase 
agreement (BPA), or order, the Contractor must provide OPM a redacted copy of the contract/BPA/order 
in electronic format. This copy will be used to satisfy any requests for copies of the contract/BPA/order 
under the FOIA. If the Contracting Officer believes that any redacted information does not require 
protection from public release, the issue will be resolved in accordance with paragraph 3.104-4(d) of the 
Federal Acquisition Regulation. 
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 (b) Any information made available to the Contractor by the Government must be used only for 
the purpose of carrying out the provisions of this contract and must not be divulged or made known in any 
manner to any person except as may be necessary in the performance of the contract. 

 (c) In performance of this contract, the Contractor assumes responsibility for protection of the 
confidentiality of Government records and must ensure that all work performed by its subcontractors shall 
be under the supervision of the Contractor or the Contractor's responsible employees. 

 (d) Each officer or employee of the Contractor or any of its subcontractors to whom any 
Government record may be made available or disclosed must be notified in writing by the Contractor that 
information disclosed to such officer or employee can be used only for a purpose and to the extent 
authorized herein, and that further disclosure of any such information, by any means, for a purpose or to 
an extent unauthorized herein, may subject the offender to criminal sanctions imposed by 19 U.S.C. 641. 
That section provides, in pertinent part, that whoever knowingly converts to their use or the use of 
another, or without authority, sells, conveys, or disposes of any record of the United States or whoever 
receives the same with intent to convert it to their use or gain, knowing it to have been converted, shall be 
guilty of a crime punishable by a fine of up to $10,000, or imprisoned up to ten years, or both. 

 

1752.228-70 Insurance (July 2005) 

 (a) In accordance with FAR 52.228-5, "Insurance-Work on a Government Installation (JAN 
1997)" incorporated by reference, the Contractor must secure, pay the premiums for and keep in force 
until the expiration of this contract, and any renewal thereof, adequate insurance of the types and in the 
amounts as specified under FAR 28.3. 

 (b) Each policy of insurance must contain an endorsement that any cancellation or material 
change in the coverage adversely affecting the Government's interest must not be effective unless the 
insurer or the Contractor gives written notice of cancellation or change, as required by the CO. When the 
coverage is provided by self-insurance, the Contractor shall not change or decrease the coverage without 
the CO's prior approval. 

 (c) A certificate of each policy of insurance must be furnished to the CO within ten (10) days 
after notice of award certifying, among other things, that the policy contains the aforementioned 
endorsement. The insurance company providing the above insurance must be satisfactory to the 
Government. Notices of policy changes shall be furnished to the CO. The substance of this clause must be 
made to flow down to any subcontractors. 

 

1752.232-70  Invoice Requirements Large Business (Oct 2012) 

 (a) A proper invoice must include the following items (except for interim payments on 
cost reimbursement contracts for services):  
  (1)  Name and address of the contractor.  
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  (2) Invoice date and invoice number. (Contractors should date invoices as close as 
possible to the date of transmission.)  
  (3) Contract number or other authorization for supplies delivered or services 
performed (including order number and contract line item number).  
  (4) Description, quantity, unit of measure, unit price, and extended price of supplies 
delivered or services performed.  
  (5) Shipping and payment terms (e.g., shipment number and date of shipment, 
discount for prompt payment terms). Bill of lading number and weight of shipment will be 
shown for shipments on Government bills of lading.  
  (6) Name and address of contractor official to whom payment is to be sent (must be 
the same as that in the contract or in a proper notice of assignment).  
  (7) Name (where practicable), title, phone number, and mailing address of person to 
notify in the event of a defective invoice.  
  (8) Taxpayer Identification Number (TIN). The contractor must include its TIN on 
the invoice only if required by agency procedures. (See 4.9 TIN requirements.)  
  (9)   Electronic funds transfer (EFT) banking information.  
    (i) The contractor shall have submitted correct EFT banking information 
in accordance with the applicable solicitation provision (e.g., 52.232-38, Submission of 
Electronic Funds Transfer Information with Offer), contract clause (e.g., 52.232-33, Payment by 
Electronic Funds Transfer-Central Contractor Registration, or 52.232-34, Payment by Electronic 
Funds Transfer-Other Than Central Contractor Registration), or applicable agency procedures.  
    (ii) The last four digits of the contractor’s bank account must be shown 
on each invoice submitted for payment. This information will be used as a cross-reference in 
situations where the EFT banking information in the Central Contract Registration is suspect. 
    (iii) EFT banking information is not required if the Government waived 
the requirement to pay by EFT.  
  (10)  The vendor’s certification that their EFT banking information in the Central 
Contractor Registration is current, accurate and complete as of the date of the invoice. 
  (11) Any other information or documentation required by the contract (e.g., evidence 
of shipment).  
 
 (b) Any invoice that does not contain all of the information listed in paragraph (a) above 
will be rejected as improper, and a new complete corrected invoice must be submitted. The 
payment due date for the corrected invoice will be calculated from the date it is received in the 
Prompt Pay e-mail box. 
 
  (c) ALL large business invoices—without exception—must have unique identifying 
numbers, and be submitted via e-mail to OPM’s Prompt Pay e-mail box at: 
 
  PromptPay@opm.gov 

  Please note that OPM cannot guarantee payment of invoices sent by any other means, such as 
regular mail or e-mail to other addresses.  

 (d)   Please attach only one invoice to each e-mail, and use the following format for the subject 
line of the e-mail:  
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  <Contractor name>&<Invoice no>&<Amount>&<Contract Number>/<Call or Order 
Number> 

 

  Example: 

  ABC Co&AB-1298433&10000.00&OPM00-00-X-0000/X0000 

 (e) Payment due dates will only be calculated from the date that invoices are received in the 
Prompt Pay e-mail box. 

 

 (f)  Inquiries regarding payment of invoices should be e-mailed to InvoiceInquiries@opm.gov. 
The relevant invoice must be attached to the inquiry e-mail, and the subject line of the e-mail must state 
“INQUIRY,” followed by the information described in paragraph (d) above. 

  Example: 

  INQUIRY: ABC Co&AB-1298433&10000.00&OPM00-00-X-0000/X0000 

  Do NOT use the Prompt Pay e-mail box for inquiries. 

 (g)  If the supplies, services, technical or other reports are rejected for failure to conform to the 
technical requirements of the contract, or for damage in transit or otherwise, the invoice will be rejected 
and returned to the Contractor. 

 

1752.232-71  Method of Payment (July 2005) 

 (a) Payments under this contract will be made either by check or by wire transfer through the 
Treasury Financial Communications System at the option of the Government. 

 (b) The Contractor must forward the following information in writing to the Contracting Officer 
not later than seven (7) days after receipt of notice of award: 

 (1) Full Name (where practicable), title, telephone number, and complete mailing address 
of responsible official(s): 

 (i) to whom check payments are to be sent, and 

   (ii) who may be contacted concerning the bank account information requested below. 

 (2) The following bank account information required to accomplish wire transfers: 

   (i) Name, address, and telegraphic abbreviation of the receiving financial institution. 
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   (ii) Receiving financial institution's 9-digit American Bankers Association (ABA) 
identifying number for routing transfer of funds. (Provide this number only if the receiving financial 
institution has access to the Federal Reserve Communications System.) 

   (iii) Recipient's name and account number at the receiving financial institution to be 
credited with the funds.  If the receiving financial institution does not have access to the Federal Reserve 
Communications System, provide the name of the correspondent financial institution through which the 
receiving institution receives electronic funds transfer messages.  If a correspondent financial institution is 
specified, also provide: 

    (A) Address and telegraphic abbreviation of the correspondent financial 
institution. 

    (B) The correspondent financial institution's 9-digit ABA identifying number 
for routing transfer of funds. 

 (c) Any changes to the information furnished under paragraph (b) of this clause shall be 
furnished to the Contracting Officer in writing at least 30 days before the effective date of the change.  It 
is the Contractor’s responsibility to furnish these changes promptly to avoid payments to erroneous 
addresses or bank accounts. 

 (d) The document furnishing the information required in paragraphs (b) and (c) must be dated 
and contain the signature, title, and telephone number of the Contractor official authorized to provide it, 
as well as the Contractor's name and contract number 

 

1752.232-72   Limitation of Government’s Obligation (May 2009) 
 
 (a)  Contract line item(s) * through * are incrementally funded. For these item(s), the sum 
of $ * of the total price is presently available for payment and allotted to this contract. An 
allotment schedule is set forth in paragraph (j) of this clause. 
 
 (b)  For item(s) identified in paragraph (a) of this clause, the Contractor agrees to perform 
up to the point at which the total amount payable by the Government, including reimbursement 
in the event of termination of those item(s) for the Government’s convenience, approximates the 
total amount currently allotted to the contract. The Contractor is not authorized to continue work 
on those item(s) beyond that point. The Government will not be obligated in any event to 
reimburse the Contractor in excess of the amount allotted to the contract for those item(s) 
regardless of anything to the contrary in the clause entitled “Termination for Convenience of the 
Government.” As used in this clause, the total amount payable by the Government in the event of 
termination of applicable contract line item(s) for convenience includes costs, profit, and 
estimated termination settlement costs for those item(s). 
 
 (c)  Notwithstanding the dates specified in the allotment schedule in paragraph (j) of this 
clause, the Contractor will notify the Contracting Officer in writing at least thirty days prior to 
the date when, in the Contractor’s best judgment, the work will reach the point at which the total 
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amount payable by the Government, including any cost for termination for convenience, will 
approximate 85 percent of the total amount then allotted to the contract for performance of the 
applicable item(s). The notification will state (1) the estimated date when that point will be 
reached and (2) an estimate of additional funding, if any, needed to continue performance of 
applicable line items up to the next scheduled date for allotment of funds identified in paragraph 
(j) of this clause, or to a mutually agreed upon substitute date. The notification will also advise 
the Contracting Officer of the estimated amount of additional funds that will be required for the 
timely performance of the item(s) funded pursuant to this clause, for a subsequent period as may 
be specified in the allotment schedule in paragraph (j) of this clause or otherwise agreed to by the 
parties. If after such notification additional funds are not allotted by the date identified in the 
Contractor’s notification, or by an agreed substitute date, the Contracting Officer will terminate 
any item(s) for which additional funds have not been allotted, pursuant to the clause of this 
contract entitled “Termination for Convenience of the Government.” 
 
 (d)  When additional funds are allotted for continued performance of the contract line 
item(s) identified in paragraph (a) of this clause, the parties will agree as to the period of contract 
performance which will be covered by the funds. The provisions of paragraphs (b) through (d) of 
this clause will apply in like manner to the additional allotted funds and agreed substitute date, 
and the contract will be modified accordingly. 
 
 (e)  If, solely by reason of failure of the Government to allot additional funds, by the dates 
indicated below, in amounts sufficient for timely performance of the contract line item(s) 
identified in paragraph (a) of this clause, the Contractor incurs additional costs or is delayed in 
the performance of the work under this contract and if additional funds are allotted, an equitable 
adjustment will be made in the price or prices (including appropriate target, billing, and ceiling 
prices where applicable) of the item(s), or in the time of delivery, or both. Failure to agree to any 
such equitable adjustment hereunder will be a dispute concerning a question of fact within the 
meaning of the clause entitled “Disputes.” 
 
 (f)  The Government may at any time prior to termination allot additional funds for the 
performance of the contract line item(s) identified in paragraph (a) of this clause. 
 
 (g)  The termination provisions of this clause do not limit the rights of the Government 
under the clause entitled “Default.” The provisions of this clause are limited to the work and 
allotment of funds for the contract line item(s) set forth in paragraph (a) of this clause. This 
clause no longer applies once the contract is fully funded except with regard to the rights or 
obligations of the parties concerning equitable adjustments negotiated under paragraphs (d) and 
(e) of this clause. 
 
 (h)  Nothing in this clause affects the right of the Government to terminate this contract 
pursuant to the clause of this contract entitled “Termination for Convenience of the 
Government.” 
 
 (i)  Nothing in this clause shall be construed as authorization of voluntary services whose 
acceptance is otherwise prohibited under 31 U.S.C. 1342. 
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 (j)  The parties contemplate that the Government will allot funds to this contract in 
accordance with the following schedule: 
 

On execution of contract $ ________ 
(month) (day), (year) $ ________ 
(month) (day), (year) $ ________ 
(month) (day), (year) $ ________ 

 

1752.232-73  Small Business Invoice Requirements (October 2012) 

 (a) A proper invoice must include the following items (except for interim payments on 
cost reimbursement contracts for services):  
  (1)  Name and address of the contractor.  
  (2) Invoice date and invoice number. (Contractors should date invoices as close as 
possible to the date of transmission.)  
  (3) Contract number or other authorization for supplies delivered or services 
performed (including order number and contract line item number).  
  (4) Description, quantity, unit of measure, unit price, and extended price of supplies 
delivered or services performed.  
  (5) Shipping and payment terms (e.g., shipment number and date of shipment, 
discount for prompt payment terms). Bill of lading number and weight of shipment will be 
shown for shipments on Government bills of lading.  
  (6) Name and address of contractor official to whom payment is to be sent (must be 
the same as that in the contract or in a proper notice of assignment).  
  (7) Name (where practicable), title, phone number, and mailing address of person to 
notify in the event of a defective invoice.  
  (8) Taxpayer Identification Number (TIN). The contractor must include its TIN on 
the invoice only if required by agency procedures. (See 4.9 TIN requirements.)  
  (9)   Electronic funds transfer (EFT) banking information.  
    (i) The contractor shall have submitted correct EFT banking information 
in accordance with the applicable solicitation provision (e.g., 52.232-38, Submission of 
Electronic Funds Transfer Information with Offer), contract clause (e.g., 52.232-33, Payment by 
Electronic Funds Transfer-Central Contractor Registration, or 52.232-34, Payment by Electronic 
Funds Transfer-Other Than Central Contractor Registration), or applicable agency procedures.  
    (ii) The last four digits of the contractor’s bank account must be shown 
on each invoice submitted for payment. This information will be used as a cross-reference in 
situations where the EFT banking information in the Central Contract Registration is suspect. 
    (iii) EFT banking information is not required if the Government waived 
the requirement to pay by EFT.  
  (10)  The vendor’s certification that their EFT banking information in the Central 
Contractor Registration is current, accurate and complete as of the date of the invoice. 
  (11) Any other information or documentation required by the contract (e.g., evidence 
of shipment).  
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 (b) Any invoice that does not contain all of the information listed in paragraph (a) above 
will be rejected as improper, and a new complete corrected invoice must be submitted. The 
payment due date for the corrected invoice will be calculated from the date it is received in the 
Prompt Pay e-mail box. 
 
  (c) ALL small business invoices—without exception—must have unique identifying 
numbers, and be submitted via e-mail to OPM’s Small Business Invoice e-mail box at: 
 
  SmallBusinessInvoices@opm.gov    

  Please note that OPM cannot guarantee payment of invoices sent by any other means, such as 
regular mail or e-mail to other addresses.  

 (d)   Please attach ONLY one invoice to each e-mail, and use the following format for the subject 
line of the e-mail:  

  <Contractor name>&<Invoice no>&<Amount>&<Contract Number>/<Call or Order 
Number> 

  Example: 

  ABC Co&AB-1298433&10000.00&OPM00-00-X-0000/X0000 

  

 (e) Payment due dates will only be calculated from the date that invoices are received in the 
Small Business Invoice e-mail box. 

 (f)  Inquiries regarding payment of invoices should be e-mailed to InvoiceInquiries@opm.gov. 
The relevant invoice must be attached to the inquiry e-mail, and the subject line of the e-mail must state 
“INQUIRY,” followed by the information described in paragraph (d) above. 

  Example: 

  INQUIRY: ABC Co&AB-1298433&10000.00&OPM00-00-X-0000/X0000 

  Do NOT use the Prompt Pay e-mail box for inquiries. 

 (g)  If the supplies, services, technical or other reports are rejected for failure to conform to the 
technical requirements of the contract, or for damage in transit or otherwise, the invoice will be rejected 
and returned to the Contractor. 

 

1752.232-74  Providing Accelerated Payment to Small Business Subcontractors (Oct 2012) 

(a) This clause implements the temporary policy provided by OMB Policy Memorandum M-12-16, 
Providing Prompt Payment to Small Business Subcontractors, dated July 11, 2012. (Note:  OMB 
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Policy Memorandum M-12-16 is accessible on line at: 
http://www.whitehouse.gov/sites/default/files/omb/memoranda/2012/m-12-16.pdf.) 

(b) Upon receipt of accelerated payments from the Government, the contractor is required to pay all 
small business subcontractors on an accelerated timetable to the maximum extent practicable after 
receipt of invoice and all proper documents. 

(c) Include the substance of this clause, including this paragraph (b), in all subcontracts with small 
business. 

1752.233-70  OPM Protest Procedures [Applicable to Solicitations Only] (Dec 2010)  

 (a) An interested party who files a protest with OPM has the option of requesting review  
and consideration of the protest by either the Contracting Officer (CO) or the Senior 
Procurement Executive (SPE).  The protest must clearly indicate the official to whom it is 
directed.   
 
 (b) If the protest is directed to the SPE, a copy of the protest must be sent to the Director 
of the Contracting Group at the same time the protest is filed with the CO in accordance with 
FAR 52.233-2.  The address of the Director of the Contract Group is: 
 

  William N. Patterson, Director 

  Contracting Group, FSC 

  U.S. Office of Personnel 

  1900 E Street N.W., Room 1342 

  Washington, DC 20415 

 (c)  Review and consideration of a protest by the SPE is an alternative to review and 
consideration by the CO.  

 
1752.237-70  Non-Personal Services (July 2005) 

 (a) As stated in the Office of Federal Procurement Policy Letter 92-1, dated September 23, 1992, 
Inherently Governmental Functions, no personal services shall be performed under this contract. No 
Contractor employee will be directly supervised by the Government.  All individual employee 
assignments, and daily work direction, shall be given by the applicable employee supervisor. If the 
Contractor believes any Government action or communication has been given that would create a 
personal services relationship between the Government and any Contractor employee, the Contractor 
must promptly notify the Contracting Officer of this communication or action. 

 (b) The Contractor must not perform any inherently Governmental actions under this contract. 
No Contractor employee shall hold him or herself out to be a Government employee, agent, or 
representative. No Contractor employee may state orally or in writing at any time that he or she is acting 



 

24 
 

on behalf of the Government. In all communications with third parties in connection with the contract, 
Contractor employees must identify themselves as Contractor employees and specify the name of the 
company for which they work. In all communications with other Government Contractors in connection 
with this contract, the Contractor employee must state that they have no authority to in any way change 
the contract and that if the other Contractor believes this communication to be a direction to change their 
contract, they should notify the Contracting Officer for that contract and not carry out the direction until a 
clarification has been issued by the Contracting Officer. 

 (c) The Contractor must insure that all of its employees working on this contract are informed of 
the substance of this clause. Nothing in this clause limits the Government's rights in any way under any 
other provision of the contract, including those related to the Government's right to inspect and accept the 
services to be performed under this contract.  The substance of this clause must be included in all 
subcontracts at any tier. 

 

1752.239-70 Internet Protocol Version 6 (IPV6) (Nov 2012)  

 In accordance with OPM CIO Directives, this acquisition requires all functionality, capabilities and 
features to be supported and operational in both a dual-stack IPv4/IPv6 environment and an IPv6 only 
environment.  Furthermore, all management, user interfaces, configuration options, reports and other 
administrative capabilities that support IPv4 functionality will support comparable IPv6 functionality.  
Respondents are required to include in their response a letter of self-certification that their product has 
been tested in both a dual-stack IPv4/IPv6 and IPv6 only environment and meets this requirement.  OPM 
reserves the right to require the respondent’s products to be tested within an OPM or 3rd party test facility 
to show compliance with this requirement. 

In accordance with FAR 11.002(g) and OPM CIO Directives, this acquisition must comply with the NIST 
USGv6 Profile and IPv6 Test Program. 

 

1752.239-73  Section 508 Standards (Feb 2013) 

 (a)  All electronic and information technology (EIT) procured through this RFQ must meet the 
applicable accessibility standards at 36 CFR 1194, unless an agency exception to this  

requirement exists.  36 CFR 1194 implements Section 508 of the Rehabilitation Act of 1973, as amended, 
and is viewable at http://www.access-board.gov/sec508/508standards.htm. 

 

 (b)  The following standards have been determined to be applicable to this RFQ: 

  (1)  1194.21. Software applications and operating systems. 

  (2)  1194.22. Web-based intranet and Internet information and applications. 

  (3)  1194.23 Telecommunications products. 
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  (4)  1194.24 Video and multimedia products. 

  (5) 1194.25 Self Contained, closed products 

  (6)  1194.26 Desktop and portable computers. 

  (7) 1194.31 Functional performance criteria. 

  (8) 1194.41 Information, documentation, and support 

 

 (c)  The standards do not require the installation of specific accessibility-related software or the 
attachment of an assistive technology device, but merely require the EIT be compatible with such 
software and devices so that it can be made accessible if so required by the agency in the future 

 (d)  OPM is required by Section 508 of the Rehabilitation Act of 1973, as amended (29 U.S.C. 
794d), to offer access to electronic and information technology for disabled individuals within its employ, 
and for disabled members of the public seeking information and services. This access must be comparable 
to that which is offered to similar individuals who do not have disabilities. Standards for complying with 
this law are prescribed by the Architectural and Transportation Barriers Compliance Board ("The Access 
Board"). 

 (e)  The current deliverable(s) must incorporate these standards as well as any agency specific 
standards developed by OPM. The attached technical description contains further information on how this 
is to be done. Your response to the solicitation should contain documentation of your compliance with 
these standards. However, the Contracting Officer may request additional technical documentation, if 
necessary to make this determination. 

 (f)  The final work product must include documentation that the deliverable conforms with the 
Section 508 Standards promulgated by the US Access Board. 

 (g)  In the event of a dispute between you and OPM, then OPM’s assessment of the Section 508 
compliance will control and you will need to make any additional changes needed to conform with 
OPM’s assessment, at no additional charge to OPM. 

1752.239-75 Minimum Information System Security Requirements (Nov 2012) 

(a) Contractor and federal systems must adhere to minimum security requirements following the guidance 
provided in NIST’s FIPS publication 200, Minimum Security Requirements for Federal Information and Information 
Systems and the corresponding security controls described in the current version of NIST Special Publication 800-
53, Recommended Security Controls for Federal Information Systems and Organizations. 

 
(b) Federal Information Processing Standard (FIPS) publication 199 must be utilized to determine the security 

categorization (High, Moderate, or Low) for OPM and contractor systems.  OPM must determine the categorization 
for contractor systems.  The security categorization, as determined by OPM, must be utilized to identify the security 
control baseline requirements.  The security requirements are the controls baseline, as defined in NIST SP 800-53.   
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1752.239-76 Security Assessment and Authorization (Nov2012) 

(a) All information systems that input, store, process, and/or output OPM information must be authorized to 
operate by an Authorizing Official (AO) prior to operation either as a stand-alone system or included as a sub-
system or component of another system for authorization.  Only an Authorizing Official (AO) may authorize an 
information system to operate.  AOs must be government employees.  Contractors must adhere to current OPM 
security Assessment and Authorization (A&A) policies, procedures, and guidance for security A&A activities.  

 
(b) Security authorization documentation must be developed with the use of OPM security documentation 

templates.  Templates are available for all security documentation including; System Security Plan, FIPS 199 
Security Categorization, Security Assessment Report, and Contingency Plan.  The OPM authorization checklist 
must be followed throughout the security authorization process to ensure proper oversight from OPM Information 
Technology Security and Privacy (ITSP) program. 

 
(c) Prior to Security Assessment and Authorization, a Privacy Threshold Analysis (PTA) for all systems must 

be completed and provided to the OPM Privacy Officer for a determination. If determination is made that a Privacy 
Impact Assessment (PIA) is required, it must be completed in accordance with the OPM Privacy Impact Assessment 
Guide. 

 

1752.239-77 Privacy Act Compliance (Nov 2012) 
 
(a) Contractors must comply with the Privacy Act of 1974 rules and regulations in the design, 

development, or operation of any system of records on individuals to accomplish an OPM 
function for a System of Records (SOR)1. 

 
(b)In the event of violations of the Act, a civil action may be brought against OPM involved 

when the violation concerns the design, development, or operation of a SOR on individuals to 
accomplish an OPM function, and criminal penalties may be imposed upon the officers or 
employees of OPM when the violation concerns the operation of a SOR on individuals to 
accomplish an OPM function. For purposes of the Act, when the contract is for the operation of a 
SOR on individuals to accomplish an OPM function, the contractor/subcontractor is considered 
to be an employee of the agency.  

 
1752.239-78 Cloud Computing (Nov2012) 
 

(a) Contractors handling OPM information or operating information systems on behalf of OPM must protect 
OPM information and information systems against unauthorized access, use, disclosure, disruption, modification, or 
destruction per the Federal Information Security Management Act (FISMA) and OPM Security and Privacy policy.   
 

(b) OPM information stored in a cloud environment remains the property of OPM, not the contractor or cloud 
service provider.  OPM retains ownership of the information.  The cloud provider does not have rights to the OPM 
information for any purposes other than those explicitly stated in the contract.   
 

(c) The cloud provider must protect OPM information from unauthorized access by cloud provider personnel, 
contractors, or other cloud service subscribers. 

                                                            
1 “System of Records” is defined as a group of any records under the control of any agency from 
which information is retrieved by the name of the individual or by some identifying number, 
symbol, or other identifying particular assigned to the individual. 
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(d) The cloud provider must allow OPM access to OPM information including data schemas, meta data, and 
other associated data artifacts that are required to ensure OPM can fully and appropriately retrieve OPM information 
from the cloud environment that can be stored, read, and processed.   

1752.239-86  Contractor System Oversight/Compliance (Nov 2012) 

 (a) All contractor systems, service providers and third-party vendors must complete the IT OPM Offsite 
System Security Self-Assessment Survey and submit the assessments to their Contracting Officer and the CIO IT 
Security and Privacy Office for review and evaluation.  This is a supplemental requirement and does not replace 
contract requirements under FISMA.  The federal government has the authority to conduct site reviews for 
compliance validation.  Full cooperation by contractor and third-party providers is required for audits and forensics. 
 

(b) The Contractor shall support the OPM in its efforts to assess and monitor the contactor systems and 
infrastructure.  The contractor shall provide logical and physical access to the contractor’s facilities, installations, 
technical capabilities, operations, documentation, records, and databases upon request.  The contractor will be 
expected to perform automated scans and continuous monitoring activities which may include, but not limited to, 
authenticated and unauthenticated scans of networks, operating systems, applications, and databases and provide the 
results of the scans to OPM or allow OPM personnel to run the scans directly. 

 

1752.239-87  Additional Security Requirements (Apr 2012) 

(a) As prescribed in the FAR clause 24.104: 
 

 If the system involves the design, development, or operation of a system of records on individuals, the 
contractor shall implement requirements in FAR clause 52.224-1, “Privacy Act Notification” and FAR 
clause 52.224-2, “Privacy Act"2 

 

(b) Information technology acquisitions shall use OPM established configuration settings, or utilize common 
security configurations available from the National Institute of Standards and Technology’s website at 
http://checklists.nist.gov where OPM standards do not exist. (FAR part 39). 

 

1752.242-70   Contract Performance Information  (July 2005) 

 (a) Dissemination of Contract Performance Information 

 The Contractor must not publish, permit to be published, or distribute for public consumption, any 
information, oral or written, concerning the results or conclusions made pursuant to the performance of 
this contract, without the prior written consent of the Contracting Officer. Two copies of any material 
proposed to be published or distributed must be submitted to the Contracting Officer for approval. 

 (b) Contractor Testimony 

 All requests for the testimony of the Contractor or its employees, and any intention to testify as an 
expert witness relating to: (a) any work required by, and or performed under, this contract: or (b) any 

                                                            
2 Access to the Federal Acquisition Regulation (FAR) can be obtained on the web at 
http://farsite.hill.af.mil/farsite alt.html, or by contacting the Contracting Officer/Contract 
Specialist. 
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information provided by any party to assist the Contractor in the performance of this contract, must be 
immediately reported to the Contracting Officer. Neither the Contractor nor its employees must testify on 
a matter related to work performed or information provided under this contract, either voluntarily or 
pursuant to a request, in any judicial or administrative proceeding unless approved by the Contracting 
Officer or required by a judge in a final court order. 
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1. Overview 
The Standard Form (SF) 182 is the Authorization, Agreement, and Certification form. The form 

has been integrated into the Individual Development Plan (IDP) application in Salesforce to 

streamline the process of completing SF 182 requests. When an employee’s IDP is approved for 

the current or next fiscal year and contains at least one activity that includes a cost, he or she will 

submit an SF 182. An SF 182 is created only after the IDP has been approved by the employee’s 

supervisor. 

1.1 Roles and Responsibilities 
There are four main roles related to an SF 182 request: Requester (or employee who owns the 

record), Supervisor, Approver, and Purchasing Training Coordinator (PTC). Below is a 

description of each role: 

Role Description 

Requester The Requester, or employee submitting the request, is the owner of the SF 182. 

The Requester is responsible for creating his or her SF 182 requests, submitting 

them for approval, and revising them, should revisions be needed. All users of this 

application can create and edit their own SF 182s. 

Supervisor The Supervisor is responsible for approving or suggesting modifications to his or 

her Requesters’ SF 182 requests. When approving an SF 182 request, the 

Supervisor is also responsible for sending it to the next Approver in the approval 

chain. If there is no additional Approver, the Supervisor becomes the Final 

Approver and is responsible for assigning the request to the Purchasing Training 

Coordinator (PTC) after he or she approves it. 

Approver Approvers are additional users responsible for approving or requesting 

modifications to an SF 182 request after the Supervisor or previous Approver(s) 

approve it. There can be up to four additional Approvers. The amount of 

Approvers varies by office and region. An Approver will only see the content of 

the request once it is his or her turn to review it. The last person in the approval 

chain is the Final Approver and is responsible for assigning the SF 182 request to 

the Purchasing Training Coordinator (PTC).  

Purchasing 

Training 

Coordinator 

The Purchasing Training Coordinator (PTC) gains access to the SF 182 request 

after final approval is received. The PTC is responsible for contacting the relevant 

vendor(s) and adding billing and cost information to the SF 182 record. 

 

SF 182 records in the application are not accessible to all users of the application. Instead, access 

to each SF 182 request is limited to the Requester, Supervisor and Approver(s) assigned to the 

record, as well as the PTC and colleagues with whom the Requester has manually shared the 

record. HR personnel and specified Regional and Service and Staff Office (S/SO) points of 

contact also have access to SF 182 records in the application for reporting purposes. 
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1.2 Lifecycle of an SF 182 Request in the Application 
An SF 182 request moves through several stages. Below is a description of each step in the 

lifecycle of the form: 

Step Description Request 

Status 

1 The Requester creates an SF 182 in the IDP application after his or her 

IDP is approved. The SF 182 consists of two sections. The first section 

contains general information about the Requester and identifies the 

IDP associated with the form. The second section contains information 

specific to each individual request related to the SF 182. Each activity 

in the approved IDP that has a cost associated with it will have its own 

individual request in the SF 182. 

Initiating 

2 The Requester submits each individual request in the SF 182 to his or 

her Supervisor to begin the approval process. Each request contained 

in the SF 182 is submitted for approval, reviewed, approved, and 

rejected individually. For example, if the SF 182 contains three 

separate requests, the Requester would submit three requests from the 

same SF 182 to the approval chain.  

Approval 

Process In 

Progress 

3 Each request in the SF 182 moves through the approval process. The 

approval process always begins with the Supervisor and can include up 

to four additional Approvers. The approval chain happens in a specific 

order, rather than each person reviewing the request at the same time. 

In order for the request to move to the next person in the approval 

chain, the previous reviewer must first approve it. Anyone in the 

approval chain may also reject the request when it is that person’s turn 

to review (see Steps 4.1 and 4.2 for more information). It is possible 

that a request in the same SF 182 may be approved while another 

request in the SF 182 is rejected.  

Approval 

Process In 

Progress 

4.1 If anyone in the approval chain rejects the SF 182 request, it is sent 

back to the Requester to revise. Once the Requester makes revisions, 

he or she resubmits the request and starts the approval chain over 

again, beginning with the Supervisor.  

Rejected 

4.2 Once the SF 182 request has been approved by everyone on the 

approval chain, including the Final Approver, it is considered final and 

is sent to the PTC. The PTC is not part of the approval chain.  

Approved 

Optional During the approval process, the Requester cannot edit the SF 182 

request. If the Requester would like to make changes during the 

approval process, he or she can recall the request. Once revised, the 

Requester needs to start the approval process over again, beginning 

with the Supervisor. 

Correction 

Optional It is possible the Requester may need his or her Supervisor to cancel a 

request in the SF 182. When a request is cancelled, the approval 

process is cancelled as well. 

Cancellation 

Obligated, 

Cancellation 

Not Obligated 
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3. Creating and Submitting an SF 182 Request 
SF 182 records consist of two sections. The first section contains general information about the 

Requester and identifies the IDP associated with the form. The second section contains 

information specific to each individual request related to the SF 182. Each activity in the 

approved IDP that has a cost associated with it will have its own individual request in the SF 

182. For example, if your approved IDP has three activities with costs associated with them, you 

would complete one SF 182 related to the IDP that contains three individual requests. 

To get started, first create the SF 182 record associated with your approved IDP. Then add the 

individual requests to the record based on the activities in your IDP with associated costs. 

Part One: Create an SF 182 Record 

Step 1: Select the SF 182 tab and click the New button. 

 

Step 2: Select the approved IDP with which the SF 182 is associated. To do so: 

 Click the magnifying glass icon next to the field labeled Related IDP. 

 

 In the box that opens, you’ll see a list containing your approved IDPs. If you do not see 

the IDP in the list, enter the IDP name in the Search field and click the Go! button.  
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Then click the name of the applicable approved IDP in the list. 

 

Step 3: Complete the fields in the Trainee Information section of the form. You’re required to 

select your age range and position levels from the drop down menus next to each field. You can 

also enter your completed education level and provide information on any special 

accommodations you may need. 

 

Step 4: Click the Save button. 

You’ve now completed the first section of the SF 182. Now you can begin creating the 

individual request(s) associated with the SF 182 record you just created. 

Part Two: Add Requests to the SF 182 Record 

Step 1: Scroll to the bottom of the SF 182 record to the section labeled SF 182 Request and click 

the New SF 182 Request button. 
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Step 2: (optional) In the section labeled Approvals/Concurrence, select the Approvers in your 

approval chain. Your Supervisor will be automatically populated when you save the request so 

you do not need to complete that field. You can add up to four additional Approvers. The 

number of additional Approvers will vary by region, office, and individual circumstances. Your 

Supervisor and any added Approvers can also add Approvers when they review the request after 

you’ve submitted it for approval. Add Approvers in chronological order. For example, add the 

person responsible for reviewing the request after your Supervisor to the Approver 1 field. Add 

the person responsible for reviewing the request after Approver 1 to the Approver 2 field. To add 

Approvers: 

 Click the magnifying glass icon next to the Approver field for the Approver you are 

adding.  

 In the box that opens, enter the Approver’s name in the Search field and click the Go! 

button. Click on the person’s name in the search results list.  

 

 

 Repeat for each additional Approver you’d like to add. 
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Step 3: In the Activity Information section, select the activity from your approved IDP to which 

the request applies. To do so: 

 Click the magnifying glass icon next to the Activity field. 

 

 In the box that opens, type DA* into the Search field and click the Go! button. All 

activities associated with your approved IDPs will appear. Locate the activity that applies 

to the SF 182 request and click the hyperlink in the search results list. The activity will 

now appear in the Activity field of the request. 

 

 

Step 4: In the Vendor Information section, add the name of the vendor you will be using for the 

request and a point of contact at the vendor. For example, if you will be attending training, add 

the name of the vendor who will be providing the training and GSA’s point of contact at the 

vendor. This will help the Purchasing Training Coordinator (PTC) when the request reaches final 

approval and the PTC needs to contact vendors. To do so: 
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 Click the magnifying glass icon next to the field labeled Training Vendor Name to add a 

vendor or Vendor Contact to add a point of contact. 

 

 To search for a vendor in the box that opens, type the first two or three letters of the 

vendor’s name in the Search field. This helps ensure your search picks up the right 

vendor. Sometimes the name of a vendor in the system may vary slightly from how you 

would type it. For instance, the word “Association” may be abbreviated in the system 

even though the vendor spells it out on its website. Typing part of the vendor name 

ensures all vendors that match what you type will show up in the results list. To search 

for a contact, type the person’s name in the Search field.  

 Click the Go! button. A list of search results will appear. 

 Click the vendor or contact name from the list. The vendor or contact you selected will 

now appear in the applicable field in the Vendor Information section of the request.  

 

After you complete the Training Vendor Name and Vendor Contact fields, proceed to Step 5. 

There may be cases where the vendor and/or contact will not be saved in the system when you 

search while completing these fields. If that is the case, you will need to add the vendor and/or 

contact to Salesforce using the Contact Manager application. This application is separate from 

the IDP application you’re using to create your SF 182 request. To access the Contact Manager: 
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 Click the Force.com button in the top right corner of the screen and locate Contact 

Manager from the list. 

 

 Right click on Contact Manager and select Open link in new tab from the drop down 

menu. 

 

 The Contact Manager will now open in a new tab in your web browser. For instructions 

on how to use the Contact Manager application, see the Contact Manager User Guide.  

This application is used to add accounts and contacts to Salesforce and is not specifically 

designed for only SF 182 requests in the IDP application. Below are tips and tricks for 

adding vendors and/ or contacts in the Contact Manager specifically for an SF 182 

request: 

o If you followed the above instructions to access the Contact Manager, you will be 

able to switch back and forth between the IDP application and Contact Manager 

application simply by clicking on the applicable tab at the top of the screen, as 

illustrated in the below screenshot. 
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o When adding a vendor to Contact Manager to add to an SF 182 request, select 

Training from the drop down menu of the Type field. 

 
o Your IDP window will time out after 30 minutes of inactivity in that application. 

If the window times out, you will lose the information in the SF 182 request you 

were creating. As a best practice, once you’ve saved a vendor or contact in the 

Contact Manager, switch back to the IDP application immediately by clicking on 

the IDP tab at the top of the screen and add the vendor or contact to your SF 182 

request by following the instructions outlined in Step 4. This will help avoid 

hitting the 30 minute limit that will cause you to lose your work.  

Step 5: Complete the fields in the Training Course Data section. Required fields are marked 

with a red line. 

Hints: 

 On the date you enter in the Training End Date field, you will receive an email 

notification asking you to update the request to mark the training as complete. You will 

receive reminders five and ten days later if you do not mark the request as complete. For 

more information, see Marking a Request as Completed. 

 If the combined number of hours entered in the Training Duty Hours and the Training 

Non Duty Hours fields exceeds 80 hours, you’ll need to accept the GSA Continuing 

Service Agreement upon saving the record.  

 If you select Off-site from the Location drop down menu, the If Off-site, list City and If 

Off-site, list State fields also become required. 
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Step 6: Complete the fields in the Costs and Billing Information section. Required fields are 

marked with a red line. 

Hint: 

 If the total amount of the costs you enter exceed $3,000, you will be asked to accept the 

GSA Continuing Service Agreement upon saving the record. 

 

Step 7: Click the Save button. 
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Step 8: (if applicable) If the total number of duty and non-duty training hours you entered 

exceed 80 hours and/or the total costs entered in the Costs and Billing Information section 

exceed $3,000, accept the GSA Continuing Service Agreement. To do so: 

 Click the GSA Continuing Service Agreement button at the top or bottom of the 

request. The GSA Continuing Service Agreement terms and conditions will open. 

 

 Read the terms and conditions in the box that opens.  

 Click the I Accept button. 

 

 In the box that opens, click OK. In the request, you’ll now see the Terms and Conditions 

– Accepted field checked and the date you accepted the terms in the field labeled 
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Continued Srvc Agreement Accepted Date.  

 

Your request is now saved to the SF 182 record. You can make revisions to the record and also 

submit it for approval. Repeat these steps for each additional request you’d like to add to the SF 

182. 

3.1 Submitting a Saved SF 182 Request 
To submit a saved SF 182 request: 

Step 1: Open the request. To do so, scroll to the bottom of the SF 182 record to the section 

labeled SF 182 Request. You’ll see a list of requests associated with that SF 182. Click the 

hyperlink of the request you’d like to submit in the column labeled SF 182 Training Name.  

 

Step 2: Scroll to the bottom of the request to the section labeled Approval History and click the 

Submit for Approval button.  

 

Your request is now awaiting your Supervisor’s approval. Your Supervisor will receive an email 

notification with a link to the request letting him or her know there is a request to review. Your 

Supervisor will either approve it or request modifications to it. You will receive an email when 

the request reaches its final approval or if any Approver in the approval chain requests 

modifications to it.  



14 
 

3.2 Resuming a Paused Approval Process 
If your Supervisor or another Approver approves your SF 182 request before the next person in 

the approval chain has been added to the request, the approval process will be paused and will 

need to be resumed. This does not apply to the Final Approver in the approval process. The 

Supervisor or Approver who forgot to add the next person in the approval chain will kick start 

the process and you as the Requester will come in at the end. 

Step 1: (To be taken by the Supervisor or Approver who did not add the next person in the 

approval chain) The Supervisor or Approver will receive an email notification once he or she 

approves the request without adding the next Approver to the record. The recipient will add the 

next Approver to the request and check the box in the request labeled Resume Approval Process. 

You as the Requester will then receive an email notification telling you to resubmit the request. 

Step 2: Open the request. There are two ways to do this: 

 Open the email notification and click the link to the SF 182 request at the bottom of the 

email. The request will open. Or, 

 Open the request in the SF182 tab. For instructions, see Opening an SF 182 Request 

Through the SF 182 Tab. 

Step 3: Scroll to the bottom of the request to the section labeled Approval History and click the 

Submit for Approval button. 

 

The approval process will now resume. The new Approver who was added to the request will 

receive an email notification asking him or her to review the request. The approval process will 

not start over again from the beginning. 

3.3 Resetting an Approval Chain 
You may find yourself in a situation where the approval chain for a request has changed. You 

can change the names in an approval chain by resetting the approval process. You’re only able to 

reset an approval chain if the request has been rejected or if you recall a request after it has been 

submitted.  
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To reset an approval process: 

Step 1: (if applicable) Recall the request. For instructions, see Recalling Your Submitted SF 182 

Request. If the request has been rejected, skip this step and proceed to Step 2.  

Step 2: Open the SF 182 request. There are two quick ways to do this: 

 Open the request in the SF182 tab. For instructions, see Opening an SF 182 Request 

Through the SF 182 Tab. Or, 

 If your request was rejected, open the email notification stating your request has been 

rejected and click the link to the SF 182 request at the bottom of the email. The request 

will open. You will not receive an email notification if your request was recalled. 

Step 3: Click the Reset Approval Process button.  

 

Step 4: In the box that opens, click OK. Any Approvers in the request will now be removed. 

Your Supervisor will stay in the request. 

Step 5: Click the Edit button. 

Step 6: In the section labeled Approvals/Concurrence, select the Approvers in your approval 

chain. You can add up to four additional Approvers. The number of additional Approvers will 

vary by region, office, and individual circumstances. Your Supervisor and any added Approvers 

can also add Approvers when they review the request after you’ve submitted it for approval. Add 

Approvers in chronological order. For example, add the person responsible for reviewing the 

request after your Supervisor to the Approver 1 field. Add the person responsible for reviewing 

the request after Approver 1 to the Approver 2 field. To add Approvers: 

 Click the magnifying glass icon next to the Approver field for the Approver you are 

adding.  

 In the box that opens, enter the Approver’s name in the Search field and click the Go! 

button. Click on the person’s name in the search results list.  
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 Repeat for each additional Approver you’d like to add. 

Step 7: Click the Save button. 

Step 8: Submit the request to the new approval chain. For instructions, see Submitting a Saved 

SF 182 Request. 

4. Revising SF 182 Requests 
You can revise requests that have not been submitted for approval, requests that have been 

recalled, and requests that have been rejected by your Supervisor or an Approver. You can also 

mark a request as complete once you’ve completed the activity associated with it, after the 

request reaches its final approval and the Purchasing Training Coordinator (PTC) has added 

costs and billing information to it. 

4.1 Recalling Your Submitted SF 182 Request 
When an SF 182 request has been submitted for approval you are not able to edit it. To make 

changes to the request, you would need to recall it. 

To do so: 

Step 1: Open the request in the SF182 tab. For instructions, see Opening an SF 182 Request 

Through the SF 182 Tab. 
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Step 2: Scroll to the bottom of the request to the section labeled Approval History and click the 

Recall Approval Request button.  

 

Step 3: On the next screen, click the Recall Approval Request button. 

 

The request will now have a Request Status of Correction and you will be able to make revisions 

to it. Once resubmitted, the approval process will start over again, beginning with the Supervisor.  

4.2 Editing a New, Recalled, or Rejected SF 182 Request 
You can revise an SF 182 request that has not been submitted for approval, has been recalled, or 

has been rejected. SF 182 requests that have not been submitted will have an Initiating status. 

Requests that have been recalled will have a Correction status. Requests that have requested 

modifications will have a Rejected status.  

To revise an SF 182 request: 

Step 1: Open the request in the SF182 tab. For instructions, see Opening an SF 182 Request 

Through the SF 182 Tab. 

Step 2: Click the Edit button. 
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Step 3: Make the changes to the request. 

Step 4: Click the Save button. 

Your changes will now be saved and you can submit the request for approval. For instructions, 

see Submitting a Saved SF 182 Request. 

4.3 Marking a Request as Complete 
Once you complete an activity, you will need to mark the request as complete. You can only do 

this for requests that have reached final approval and have been updated by the Purchasing 

Training Coordinator (PTC). For example, if the request covers a training class, once you 

complete the class you will need to mark it as complete. You will receive email notifications 

when the training end date you entered in the request passes, followed by five and ten day 

reminders.  

To do so: 

Step 1: Open the request in the SF182 tab. For instructions, see Opening an SF 182 Request 

Through the SF 182 Tab. 

Step 2: Click the Edit button. 

 

Step 3: In the General Information section, check the box labeled Training Completed. 
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Step 4: Click the Save button. 

5. Cancelling Your SF 182 Request 
You can work with your supervisor to cancel a request. When a request is cancelled, it will be 

saved in the system for tracking purposes.  

Step 1: Recall the request. To do so, see Recalling Your Submitted SF 182 Request. 

Step 2: Reach out to your supervisor and ask him or her to cancel the request. Provide your 

supervisor with the below information. If you do not have the information, contact the 

Purchasing Training Coordinator (PTC) listed in the record: 

 State whether or not money was obligated for the request 

 If money was obligated, state if the money is refundable 

 If money is refundable, provide the deadline for requesting a refund 

Step 3: (to be taken by the Supervisor) Your Supervisor will then log into the IDP application 

and complete the steps to cancel the request.  

6. Manually Sharing Your SF 182 with Colleagues 
You can manually share your SF 182 record with colleagues at any time. Users with whom you 

manually share an SF 182 can view the SF 182 record and all requests associated with it.  

To manually share an SF 182: 

Step 1: Open the record in the SF182 tab. For instructions, see Opening an SF 182 Request 

Through the SF 182 Tab. Just open the SF 182 itself and not a request associated with it. 

Step 2: Click the Sharing button. 
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Step 3: On the screen that opens, click the Add button. 

 

Step 4: In the screen that opens, click the Search drop down menu and select Users. Then, type 

in the name of the person with whom you would like to share the SF 182 and click Find. A list 

of names matching your search will appear. 

 

Step 5: Click on the user’s name with whom you would like to share the record in the Available 

list and then click the Add arrow button. The user’s name will now appear in the Share With 

list. 
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Step 6: Click Save. The SF 182 will now be shared with that user, who can access your SF 182, 

including the requests associated with it, under the SF 182 tab when he or she is logged into the 

application. 

 

7. Viewing Existing SF 182s 
You can view your SF 182 records through the SF 182 tab. You can also run an SF 182 report in 

Salesforce and view SF 182 dashboards.  
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7.1 Accessing your SF 182s Through the SF 182 Tab 
The SF 182 tab will show you the SF 182 records that: 

 You own as the Requester (you can view the content of an SF 182 when you are the 

Requester at anytime, regardless of the request status) 

 List you as the Supervisor once the request has been submitted for approval and is 

moving through the approval process or has received final approval 

 List you as an Approver when it is your turn to review the record (Approvers may only 

view SF 182 records when it is their turn to approve or request modifications) 

 List you as the Purchasing Training Coordinator (PTC) after final approval is received 

 Have been manually shared with you  

Step 1: While in the SF 182 tab in the IDP application, locate the SF 182 record containing the 

request that you would like to view.  

 

Hint: The tab defaults to show only SF 182 records you’ve recently viewed.  To view all the SF 

182 records to which you have access, click the drop down menu next to the View field, select 

All, and then click the Go! button. You will now see a complete list of SF 182s that you can 

access at that moment.  

 

Step 2: Open the SF 182 by clicking the SF 182’s hyperlink in the column labeled SF 182 Name. 

The SF 182 record will open. As a reminder, the SF 182 that opens is the top level version of the 

record. Contained within the record are links to the applicable individual requests associated with 
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that record. 

 

Step 3: To view a specific request associated with the SF 182, scroll to the bottom of the record 

to the section labeled SF 182 Request. You’ll see a list of all requests associated with that SF 

182. To open a specific request, click the applicable hyperlink in the column labeled SF 182 

Training Name. The request will open.  

 

7.2 Using SF 182 Reports and Dashboards 
The IDP application has pre-built, SF 182-specific reports and dashboards. Access to certain pre-

saved SF 182 reports requires special access to the application. Not all users will have access to 

all the SF 182- specific reports in the Reports tab. You can, however, create your own 

customized SF 182 reports. The dashboards provide a high-level overview of all the applicable 

records in the application. The SF 182-specific reports and dashboards function the same as 

standard Salesforce reports and dashboards. 

7.2.1 Running an SF 182 Report 

To run an SF 182 report: 

Step 1: Click the Reports tab. 
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Step 2: Click the New Report button. 

 

Step 3: In the Quick Find field, enter SF 182 and click Enter on your keyboard. A list of pre-

saved SF 182 reports will open. 

 

Step 4: Click the report that interests you and then click the Create button. A preview of the 

report will open. 

 

Step 5: (optional) Modify the report data or perform another function associated with the report. 
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Hints: 

A. Add or change a filter for the report data.  

B. Select if you’d like the report to pull only the records you own or all the records you are 

able to view as a Supervisor, Approver, or PTC and that have been manually shared with 

you, as well. 

C. If needed, restrict the report data to a specific timeframe. 

D. Change the fields the report will pull. To do so, click on the field you want to see and 

drag it to the fields visible under Preview. 

E. Click Save to save the report to run in the future. 

Step 6: Run the report by clicking the Run Report button. 

 

7.2.2 Accessing an SF 182 Dashboard 

To access an SF 182 dashboard: 





27 
 

 

8. Printing Your SF 182 Records 
To print an SF 182, follow the below steps. 

Step 1: Open the SF 182 record or request you would like to print.  

Step 2: Click Printable View in the top right corner of the SF 182 record. The record will open 

in a new window in a printer-friendly format. 

 

Step 3: (optional) The default printer-friendly version of the record prints all the information in 

the SF 182. To print less information, click Collapse All. If you click Collapse All and change 

your mind, click Expand All to print all the information in the record. 
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Step 4: Click Print This Page. The Print box will open. This is the same Print box that appears 

anytime you print. 

 

Step 5: Select the printer you would like to use and click Print.  

Below are two examples of what your Print box may look like: 

 
 

 

The SF 182 will now print to the printer you selected. 

 






